**CU02 - Inicio de sesión**

* **Actor Principal:** Usuario (Estudiante, Profesor o Administrador)
* **Precondiciones:** El usuario debe tener una cuenta previamente registrada.
* **Descripción:**
  1. El usuario ingresa su nombre de usuario o correo electrónico y su contraseña en el formulario de inicio de sesión.
  2. El sistema valida las credenciales ingresadas comparándolas con los datos almacenados en la base de datos.
  3. Si las credenciales son correctas, el sistema permite el acceso al panel correspondiente (estudiante, profesor, o administrador).
  4. Si las credenciales son incorrectas, se muestra un mensaje de error y el usuario puede intentar nuevamente.
* **Criterio de aceptación**:
  1. Validación de Credenciales: El sistema debe validar correctamente el nombre de usuario o correo electrónico y la contraseña proporcionados. Solo se permitirá el acceso si ambos son correctos y coinciden con los datos almacenados en la base de datos.
  2. Formato del Correo Electrónico y Contraseña: El sistema debe asegurarse de que el correo electrónico y la contraseña sigan los formatos establecidos. Si el usuario ingresa una información en un formato incorrecto (por ejemplo, un correo electrónico sin "@" o una contraseña demasiado corta), se debe mostrar un mensaje de error antes de intentar validar las credenciales.
  3. Manejo de Errores: Si las credenciales son incorrectas, el sistema debe mostrar un mensaje de error claro y específico al usuario, sin revelar cuál de las dos (correo o contraseña) fue incorrecta para mejorar la seguridad. El mensaje debe indicar que el nombre de usuario o la contraseña son incorrectos y permitir al usuario intentarlo nuevamente.
  4. Bloqueo de Cuenta tras Intentos Fallidos: Después de un número determinado de intentos fallidos consecutivos (por ejemplo, 5 intentos), el sistema debe bloquear temporalmente la cuenta del usuario por razones de seguridad. Debe notificarse al usuario y permitirle restablecer su contraseña o esperar un período de tiempo antes de intentar nuevamente.
  5. Redirección al Panel Correspondiente: Una vez que las credenciales se validan correctamente, el sistema debe redirigir al usuario a su panel correspondiente, basado en su rol (Estudiante, Profesor, o Administrador). El contenido del panel debe estar adaptado a las funciones disponibles para el rol del usuario.
  6. Persistencia de Sesión: El sistema debe permitir al usuario mantener su sesión activa durante un período de tiempo configurable, con la opción de "Recordarme" si está disponible. La sesión debe expirar automáticamente después de un tiempo de inactividad definido por el sistema.
  7. Seguridad de la Sesión: Todas las sesiones iniciadas deben estar protegidas mediante HTTPS para asegurar que las credenciales y la información de la sesión estén encriptadas durante la transmisión. Si se detecta una actividad sospechosa durante la sesión, el sistema debe cerrarla automáticamente y solicitar un nuevo inicio de sesión.
* **Resultado Final:** El usuario accede a su panel de control si las credenciales son correctas.